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1 Before You Start

Before You Start

1.1 Overview

1.2 Concepts

1.1 Overview

Resource Formation Service (RFS) provides the latest resource formation APIs.

RFS is a new final-state resource formation engine for cloud services and fully
supports Terraform (HCL and Provider), which is a de facto standard. It is an
upgrade of the Application Orchestration Service (AOS) in terms of the ecosystem,
experience, and features. Based on HCL syntax template, RFS automatically builds
cloud service resources in batches to help you create, manage, and upgrade cloud
service resources in an efficient, secure, and consistent manner, improving resource
management efficiency and reducing security risks caused by resource
management changes.

This document describes how to use APIs to perform operations on RFS, such as
template creation, deletion, and query.

Before calling RFS APIs, ensure that you are familiar with RFS concepts. For details,
see Service Overview.

1.2 Concepts

e Account

An account is created upon successful registration. The account has full access
permissions for all of its cloud services and resources. It can be used to reset
user passwords and grant user permissions. The account is a payment entity,
which should not be used directly to perform routine management. For
security purposes, create Identity and Access Management (IAM) users and
grant them permissions for routine management.

° User

An IAM user is created by an account in IAM to use cloud services. Each IAM
user has its own identity credentials (password and access keys).
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API authentication requires information such as the account name, username,
and password.

Region

A region is a geographic area in which cloud resources are deployed.
Availability zones (AZs) in the same region can communicate with each other
over an intranet, while AZs in different regions are isolated from each other.
Deploying cloud resources in different regions can better suit certain user
requirements or comply with local laws or regulations.

AZ

An AZ comprises of one or more physical data centers equipped with
independent ventilation, fire, water, and electricity facilities. Computing,
network, storage, and other resources in an AZ are logically divided into
multiple clusters. AZs within a region are interconnected using high-speed
optical fibers to allow you to build cross-AZ high-availability systems.

Project

A project corresponds to a region. Default projects are defined to group and
physically isolate resources (including computing, storage, and network
resources) across regions. Users can be granted permissions in a default
project to access all resources under their accounts in the region associated
with the project. If you need more refined access control, create subprojects
under a default project and create resources in subprojects. Then you can
assign users the permissions required to access only the resources in the
specific subprojects.

Figure 1-1 Project isolation model

Project A Project B
ProjectA_1 ProjectA_2 ProjectB_1 Project B_2
Region A Region B

Enterprise project

Enterprise projects group and manage resources across regions. Resources in
different enterprise projects are logically isolated. An enterprise project can
contain resources of multiple regions, and resources can be added to or
removed from enterprise projects.

For details about enterprise projects and about how to obtain enterprise
project IDs, see Enterprise Management User Guide.
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API

Status Code

After sending a request, you will receive a response, including a status code,
response header, and response body.

A status code is a group of digits, ranging from 1xx to 5xx. It indicates the status
of a request. For more information, see Status Code.

For example, if status code 201 is returned for calling the API used to obtaining a
user token, the request is successful.

Response Header

Similar to a request, a response also has a header, for example, Content-Type.

Figure 2-1 shows the response header fields for the APl used to obtaining a user
token. The x-subject-token header field is the desired user token. This token can
then be used to authenticate the calling of other APlIs.

Figure 2-1 Header fields of the response to the request for obtaining a user token

connection — keep-alive

content-type — application/json

date — Tue, 12 Feb 2019 06:52:13 GM

server — Web Server

strict-transport-security — max-age=31536000; includeSubdomains

transfer-encoding — chunked

via — proxy A

x-content-type-options — nosniff

x-download-options —~ noopen

x-frame-options — SAMEORIGIN

x-iam-trace-id — 218d45ab-d674-4995-af3a-2d0255ba41b5
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(Optional) Response Body

The body of a response is often returned in structured format as specified in the
Content-Type header field. The response body transfers content except the
response header.

The following is part of the response body for the API used to obtaining a user
token.
{
"token": {
"expires_at": "2019-02-13T06:52:13.855000Z",

"methods": [
"password"
]

"'catalog": [
{

"endpoints": [

"region_id": "az-01",

If an error occurs during API calling, an error code and a message will be
displayed. The following shows an error response body.
{
"error_msg": "The format of message is error",
"error_code": "AS.0001"
}

In the response body, error_code is an error code, and error_msg provides
information about the error.

2.1 Calling APIs

2.2 Stacks

2.3 Execution Plans

2.4 Template Analysis

2.5 Template Management
2.6 Stack Sets

2.1 Calling APIs

2.1.1 Making an APl Request

Request URI

This section describes the structure of a REST API request, and uses the |AM API
for obtaining a user token as an example to demonstrate how to call an API. The
obtained token can then be used to authenticate the calling of other APIs.

The format of a request URI is as follows:
{URI-scheme}://{Endpoint}/{resource-path}?{query-string}

Although a request URI is included in the request header, most programming
languages or frameworks require the request URI to be transmitted separately.

2024-12-19


https://support.huaweicloud.com/intl/en-us/my-kualalumpur-1-api-iam/en-us_topic_0057845583.html
https://support.huaweicloud.com/intl/en-us/my-kualalumpur-1-api-iam/en-us_topic_0057845583.html
https://support.huaweicloud.com/intl/en-us/my-kualalumpur-1-api-iam/en-us_topic_0057845583.html

Resource Formation Service
API Reference 2 API

Table 2-1 Parameters in a URI

Parameter Description

URI-scheme Protocol used to transmit requests. All APls use HTTPS.

Endpoint Domain name or IP address of the server bearing the REST
service. The endpoint varies between services in different
regions. It can be obtained from Regions and Endpoints.

For example, the endpoint of IAM in the my-kualalumpur-1
region is iam.my-kualalumpur-1.myhuaweicloud.com.

resource-path | Access path of an API for performing a specified operation.
Obtain the path from the URI of an API. For example, the
resource-path of the APl used to obtain a user token is /v3/
auth/tokens.

query-string | Query parameter, which is optional. Not all APIs have a query
parameter. Ensure that a question mark (?) is included before
each query parameter that is in the format of Parameter
name=Parameter value. For example, ? limit=10 indicates that
a maximum of 10 data records will be displayed.

For example, to obtain an IAM token in the my-kualalumpur-1 region, obtain the
endpoint of IAM (iam.my-kualalumpur-1.myhuaweicloud.com) for this region
and the resource-path (/v3/auth/tokens) in the URI of the API used to obtaining
a user token. Then, construct the URI as follows:

https://iam.my-kualalumpur-1.alphaedge.tmone.com.my/v3/auth/tokens
Figure 2-2 Example URI

Figure 2-3 Example URI

https:.f/iiam.my-kualatumpum _myhuaweiclnud.cnn—| v3/auth/tokens

| | |

URI-scheme Endpoint resource-path

L] NOTE
To simplify the URI display, each API is provided only with a resource-path and a request
method. The URI-scheme of all APIs is HTTPS, and the endpoints of all APIs in the same
region are identical.

Request Methods

HTTP-based request methods, which are also called operations or actions,
specifying the type of operations that you are requesting.
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Table 2-2 HTTP methods

Method Description

GET Requests a server to return a specified resource.

PUT Requests the server to update a specified resource.

POST Requests a server to add a resource or perform a
special operation.

DELETE Requests a server to delete a specified resource (for
example, an object).

HEAD Requests a server resource header.

PATCH Requests a server to update partial contents of a

specified resource.

If the resource does not exist, a new resource will be
created.

For example, in the case of the API used to obtaining a user token, the request
method is POST. The request is as follows:

POST https://iam.my-kualalumpur-1.myhuaweicloud.com/v3/auth/tokens

Request Header

You can also add additional fields to a request, such as the fields required by a
specified URI or HTTP method. For example, to request for the authentication
information, add Content-Type, which specifies the request body type.

Table 2-3 lists common request header fields.

2024-12-19 6
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Table 2-3 Common request headers

number of the
resource being
requested. The
value can be
obtained from the
URL of the service
API. The value is in
the format of
Hostname:. Port
number. If the port
number is not
specified, the
default port is
used. The default
port number for
HTTPS is 443.

parameter is
mandatory for
AK/SK
authenticatio
n.

Name Description Mandatory Example Value
Host Server domain No code.test.com
name and port This or

code.test.com:443

Content-Type

Specifies the type
(or format) of the
message body. The
default value
application/json is
recommended.
Other values of this
field will be
provided for
specific APIs if any.

Yes

application/json

Content-
Length

Length of the
request body. The
unit is byte.

No

3495

X-Project-1d

Specifies a project
ID. Obtain the
project ID by
following the
instructions in 3.3
Obtaining a
Project ID.

No

€9993fc787d94b6c886¢b
aa340foc0f4
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Name Description Mandatory Example Value
X-Auth-Token | User token. No The following is part of
It is a response to | Mandatory an example token:
the API for for token- MIIPAgYJKoZlhveNAQc-
obtaining a user based Co...ggg1BBIINPXsidG9rzZ

token (This is the authenticatio
only API that does | n.

not require
authentication).

After the request is
processed, the
value of X-Subject-
Token in the
response header is
the token value.

(11 NOTE

In addition to supporting token-based authentication, cloud service APIs also support
authentication using the AK/SK. During AK/SK-based authentication, an SDK is used to sign
the request, and the Authorization (signature information) and X-Sdk-Date (time when
the request is sent) header fields are automatically added to the request.

For more information, see "AK/SK-based Authentication" in 2.1.2 Authentication.

The API used to obtaining a user token does not require authentication.
Therefore, only the Content-Type field needs to be added to requests for calling
the API. An example of such requests is as follows:

POST https://iam.my-kualalumpur-1.myhuaweicloud.com/v3/auth/tokens
Content-Type: application/json

(Optional) Request Body

The request body is optional. A request body is often sent in a structured format
(for example, JSON or XML) as defined in the Content-Type header field. If the
request body contains full-width characters, these characters must be coded in
UTF-8.

Request bodies vary with APIs. Some APIs do not require a request body, such as
the APIs requested using the GET and DELETE methods.

In the case of the API used to obtaining a user token, the request parameters
and parameter description can be obtained from the API request. The following
provides an example request with a body included. Replace username,
domainname, ********(login password), and xoooooooooxxxxxxx (project name)
with the actual values. Obtain a project name from Regions and Endpoints.

(11 NOTE

The scope parameter specifies where a token takes effect. You can set scope to an account
or a project under an account. In the following example, the token takes effect only for the
resources in a specified project. For more information about this API, see obtaining a user
token.
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POST https://iam.my-kualalumpur-1.myhuaweicloud.com/v3/auth/tokens
Content-Type: application/json

{
"auth": {
"identity": {
"methods": [
"password"
1
"password": {
"user": {
"name": "username",
"password": " #EsEEA
"domain": {
"name": "domainname"
}

}
}
by
"scope": {
"project™: {
"name": " XXXXXXXXXXXXXXXXXX'
}
}
}
}

If all data required by a request is available, you can send the request to call the
API through curl, Postman, or coding. For the API of obtaining a user token, x-
subject-token in the response header is the required user token. Use the token to

authenticate the calling of other APIs.

2.1.2 Authentication

You can use either of the following authentication methods to call APIs:
e Token authentication: Requests are authenticated using a token.

e AK/SK authentication: Requests are encrypted using AK/SK pairs. AK/SK-based
authentication is recommended because it is more secure than token-based

authentication.

Token Authentication
(11 NOTE

A token is valid for 24 hours. If a token is required, the system caches the token to avoid

frequent calling.

A token specifies certain permissions in a computer system. During token-based
APl authentication, the token is added to requests to get permissions for calling

the API.

You can obtain a token by calling the obtaining a user token API. When you call

the API, set auth.scope in the request body to project.

{
"auth": {
"identity": {

"methods": [
"password"

]I

"password": {
"user": {

"name": "username",
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"password'"; " #EEEEE
"domain": {
"name": "domainname"
}
}
}
by
"scope": {
"project": {
"name": " xxxxxxxx"
}
}
}
}

After a token is obtained, the X-Auth-Token header field must be added to
requests to specify the token when other APIs are called. For example, if the token
is ABCDEF)...., X-Auth-Token: ABCDEFI.... can be added to a request as follows:
POST https://iam.my-kualalumpur-1.myhuaweicloud.com/v3/auth/projects

Content-Type: application/json
X-Auth-Token: ABCDEFI....

AK/SK-based Authentication

(1 NOTE

AK/SK authentication supports API requests with a body not larger than 12 MB. For API
requests with a larger body, token authentication is recommended.

In AK/SK-based authentication, AK/SK is used to sign requests and the signature is
then added to the requests for authentication.

e AK:is a unique identifier associated with the SK. It is a unique identifier
associated with an SK and is used together with an SK to sign requests
cryptographically.

e SK: secret access key used together with an AK to sign requests

cryptographically. It identifies a request sender and prevents the request from
being modified.

In AK/SK authentication, you can use an AK/SK to sign requests based on the
signature algorithm or using the signing SDK. For details about how to sign
requests and use the signing SDK, see API Request Signing Guide.

(1 NOTE

The signing SDK is only used for signing requests and is different from the SDKs provided
by services.

2.1.3 Response

Status Code

After sending a request, you will receive a response, including a status code,
response header, and response body.

A status code is a group of digits, ranging from 1xx to 5xx. It indicates the status
of a request. For more information, see Status Code.

For example, if status code 201 is returned for calling the APl used to obtaining a
user token, the request is successful.
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Response Header

Similar to a request, a response also has a header, for example, Content-Type.

Figure 2-4 shows the response header fields for the APl used to obtaining a user
token. The x-subject-token header field is the desired user token. This token can
then be used to authenticate the calling of other APIs.

Figure 2-4 Header fields of the response to the request for obtaining a user token

connection — keep-alive

content-type — application/json

date — Tue, 12 Feb 2019 06:52:13 GM

server — Web Server

strict-transport-security — max-age=31536000; includeSubdomains
transfer-encoding — chunked

via — proxy A

x-content-type-options — nosniff

x-download-options —~ noopen

x-frame-options — SAMEQRIGIN

x-iam-trace-id - 218d45ab-d674-4995-af3a-2d0255ba41b5

x-subject-token

x-Xss-protection — 1 mode=block

(Optional) Response Body

The body of a response is often returned in structured format as specified in the
Content-Type header field. The response body transfers content except the
response header.

The following is part of the response body for the APl used to obtaining a user
token.

{
"token": {
"expires_at": "2019-02-13T06:52:13.855000Z",
"methods": [
"password"

]I

"catalog": [

"endpoints": [
{
"region_id": "az-01",

If an error occurs during API calling, an error code and a message will be
displayed. The following shows an error response body.

{

"error_msg": "The format of message is error",
"error_code": "AS.0001"
}
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In the response body, error_code is an error code, and error_msg provides
information about the error.

2.2 Stacks

2.2.1 Listing Events of a Stack

Function

URI

ListStackEvents

This API lists all deployment events of a stack.

If deployment_id is assigned, deployment_id is used as a query criterion and
the stack events corresponding to a specific deployment are returned. If no
deployment_id is assigned, all of the stack events are returned.

If the deployment corresponding to the given deployment_id does not exist,
404 is returned.

You can use filter to query stack events by specifying the event type
(event_type), resource type (resource_type), and resource name
(resource_name).

You can use field to set the attributes to be returned. The attribute event type
(event_type) cannot be configured and it is returned by default. The available
attributes are elapsed time (elapsed_seconds), event message
(event_message), resource ID key (resource_id_key), resource ID value
(resource_id_value), resource key (resource_key), resource type
(resource_type), resource name (resource_name), and timestamp
(timestamp).

The returned events are arranged in descending order of time.

GET /v1/{project_id}/stacks/{stack_name}/events

Table 2-4 Path Parameters

Parameter Mandatory Type Description

project_id Yes String A project ID is obtained by

calling an API or from the
console.

Obtaining a Project ID
Minimum: 3
Maximum: 64
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Parameter Mandatory Type Description

stack_name Yes String A stack name is unique within
its domain (domain_id),
region, and project
(project_id). It is case-sensitive
and starts with a letter. Only
letters, digits, underscores (_),
and hyphens (-) are allowed.
Minimum: 1
Maximum: 128

Table 2-5 Query Parameters
Parameter Mandatory Type Description
stack_id No String Unique stack ID.

It is a UUID generated by RFS
when a stack is created.

Stack names are unique at
one specific time, so you can
create a stack named
HelloWorld and another stack
with the same name after
deleting the first one.

For parallel development,
team members may want to
ensure that they are operating
the stack they created, not
one with the same name
created by other members
after deleting the previous
one.

To avoid this mismatch, check
the ID, since RFS ensures each
stack has a unique ID that
does not change with updates.
If the stack_id value differs
from the current stack 1D, 400
is returned.

Minimum: 36
Maximum: 36

2024-12-19
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Parameter

Mandatory

Type

Description

deployment_i
d

No

String

Unique deployment ID. It is a
UUID generated by RFS when
deployment or rollback is
triggered.

Minimum: 36
Maximum: 36

filter

No

String

Filter criteria.

e The AND operator is
defined using a comma (,).

e The OR operator is defined
using a vertical bar (]). The
OR operator has a higher
priority than the AND
operator.

e Parentheses are not
supported.

e Only equal signs (==) are
supported as the filter
operator.

e Filter parameter names and
values can contain only
letters, digits, and
underscores (). Semicolons
(;) are not allowed in filter
criteria. If semicolons are
used, the filter criteria will
be ignored.

e A filter parameter can be
related to only one AND
condition. Multiple OR
conditions in an AND
condition can be related to
only one filter parameter.

Minimum: 0
Maximum: 512

field

No

String

Specified attribute name.

e The attribute name can
contain only letters, digits,
and underscores ().

e Multiple attribute names
are separated by commas

().
Minimum: 0
Maximum: 128
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Request Parameters

Table 2-6 Request header parameters

Parameter Mandatory Type Description

Client- Yes String A unique request ID is

Request-Id specified by a user to locate a
request. UUID is
recommended.

Minimum: 36
Maximum: 128

Response Parameters
Status code: 200

Table 2-7 Response body parameters

Parameter Type Description
stack_events | Array of List of stack events.
StackEvent
objects

Table 2-8 StackEvent

Parameter Type Description

resource_type | String Resource type.

For example, in the following HCL template,

the value of resource_type is huaweicloud_vpc.
resource "huaweicloud_vpc" "my_hello_world_vpc" {
name = "test_vpc"

}

In a JSON template, the value of resource_type

is huaweicloud_vpc.
{
"resource": {
"huaweicloud_vpc": {
"my_hello_world_vpc": {
"name": "test_vpc"
}
}
}
}
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Parameter

Type

Description

resource_nam
(S

String

Resource name. The default value is the logical
name of a resource.

For example, in the following HCL template,
the value of resource_name is

my_hello_world_vpc.
resource "huaweicloud_vpc" "my_hello_world_vpc" {
name = "test_vpc"

}

In a JSON template, the value of

resource_name is my_hello_world_vpc.
{
"resource": {
"huaweicloud_vpc": {
"my_hello_world_vpc": {
"name": "test_vpc"
}
}
}
}

resource_id_k
ey

String

Name of resource ID. If a resource is not
created, resource_id_key is not returned. The ID
is defined by a provider. Different providers
may comply with different naming rules. For
details about the naming rules, contact
provider developers or read provider's
documentation.

resource_id_v
alue

String

Resource ID value. If a resource is not created,
resource_id_value is not returned.

2024-12-19
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Parameter Type Description
resource_key | String Resource key. If count or for_each is used in a
template, resource_key will be returned.
If count is used in a template, resource_key is a
number starting from 0.
For example, in the following HCL template, if
the count is 2, two resources will be generated
and the value of resource_key is 0 and 1.
resource "huaweicloud_vpc" "my_hello_world_vpc" {
count =2
name = "test_vpc"
}
In a JSON template, the value of resource_key
is 0 and 1.
"resource": {
"huaweicloud_vpc": {
"my_hello_world_vpc": {
"name": "test_vpc",
"count": 2
}
}
}
}
If for_each is used in a template, resource_key
is a user-defined string. In the following HCL
template, the value of resource_key is vpc1 and
vpc2.
resource "huaweicloud_vpc" "my_hello_world_vpc" {
for_each = {
"vpcl" = "test_vpc"
"vpc2" = "test_vpc"
}
name = each.value
}
In the following JSON template, the value of
resource_key is vpc1 and vpc2.
{
"resource": {
"huaweicloud_vpc": {
"my_hello_world_vpc": {
"for_each": {
"vpcl": "test_vpc",
"vpc2": "test_vpc"
}
"name": "${each.value}"
}
}
}
}
time String Occurrence time of an event. The format

complies with RFC 3339 (YYYY-MM-
DDTHH:MM:SSZ), for example,
1970-01-01T00:00:00Z.
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Parameter

Type

Description

event_type

String

Event types may include:

Enumeration values:

LOG: records status information, such as the
current status and target status.

ERROR: records failure information.

DRIFT: records resource deviation
information.

- SUMMARY: records summary of resource
change results.

- CREATION_IN_PROGRESS: The event is
being created.

- CREATION_FAILED: Failed to create the
event.

- CREATION_COMPLETE: Event created.

- DELETION_IN_PROGRESS: The event is
being deleted.

- DELETION_FAILED: Delete event failed.

- DELETION_COMPLETE: Event deleted.

- UPDATE_IN_PROGRESS: The event is
being updated. The update is not a
replacement. In the case of a
replacement update, a replacement
event is created and then the old event is
deleted.

- UPDATE_FAILED: Update event failed.
The update is not a replacement. In the
case of a replacement update, a
replacement event is created and then
the old event is deleted.

- UPDATE_COMPLETE: Event updated. The
update is not a replacement. In the case
of a replacement update, a replacement
event is created and then the old event is
deleted.

LOG

ERROR

DRIFT

SUMMARY
CREATION_IN_PROGRESS
CREATION_FAILED
CREATION_COMPLETE
DELETION_IN_PROGRESS
DELETION_FAILED
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Parameter Type Description
e DELETION_COMPLETE
e UPDATE_IN_PROGRESS
e UPDATE_FAILED
e UPDATE_COMPLETE
event_messag | String Details about a stack event.
e
elapsed_secon | Integer Event execution duration (Unit: seconds)
ds
Status code: 400
Table 2-9 Response body parameters
Parameter Type Description
error_code String Response code.
Minimum: 11
Maximum: 11
error_msg String Response message.
encoded_auth | String The message contains information about
orization_mes unauthorized requests.
sage
Status code: 401
Table 2-10 Response body parameters
Parameter Type Description
error_code String Response code.
Minimum: 11
Maximum: 11
error_msg String Response message.
encoded_auth | String The message contains information about
orization_mes unauthorized requests.
sage
Status code: 403
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Table 2-11 Response body parameters
Parameter Type Description
error_code String Response code.
Minimum: 11
Maximum: 11
error_msg String Response message.
encoded_auth | String The message contains information about
orization_mes unauthorized requests.
sage
Status code: 404
Table 2-12 Response body parameters
Parameter Type Description
error_code String Response code.
Minimum: 11
Maximum: 11
error_msg String Response message.
encoded_auth | String The message contains information about
orization_mes unauthorized requests.
sage
Status code: 429
Table 2-13 Response body parameters
Parameter Type Description
error_code String Response code.
Minimum: 11
Maximum: 11
error_msg String Response message.
encoded_auth | String The message contains information about
orization_mes unauthorized requests.
sage
Status code: 500
2024-12-19 20
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Table 2-14 Response body parameters

Parameter Type Description

error_code String Response code.

Minimum: 11
Maximum: 11

error_msg String Response message.

encoded_auth | String The message contains information about
orization_mes unauthorized requests.

sage

Example Requests

Use filter to obtain stack events with the specified event_type and

resource_name.
GET https://{endpoint}/v1/ba2b9930c977f71edaeaa3a5e96a8ff1/stacks/my_hello_world_stack/events?
filter=event_type==LOG,resource_name==my_hello_world_resource

Use field to select the following returned attributes: resource_key,

resource_name, and event_type. The event_type attribute is automatically

selected even if you do not select it.
GET https://{endpoint}/v1/ba2b9930c977f71edaeaa3a5e96a8ff1/stacks/my_hello_world_stack/events?
field=resource_key,resource_name

Obtain stack events of a specified deployment using deployment_id.
GET https://{endpoint}/v1/ba2b9930c977f71edaeaa3a5e96a8ff1/stacks/my_hello_world_stack/events?
deployment_id=81edbb3e-00d9-42fd-94c8-59¢7525d0f28

Example Responses

Status code: 200

Stack events listed.

{

"stack_events" : [ {
"event_message" : "Apply required resource success. ",
"event_type" : "LOG",
"time" : "2023-05-17T11:56:47Z"

"event_message" : "Apply complete! Resources: 1 added, 0 changed, O destroyed.",
"event_type" : "SUMMARY",
"time" : "2023-05-17T11:56:45Z"

"resource_type" : "huaweicloud_vpc",

"resource_name" : "vpc",

"elapsed_seconds" : 8,

"event_message" : "huaweicloud_vpc.vpc: Creation complete after 8s [id=38d617da-9b7f-4550-9ff7-

d0e271dd4735]",

"event_type" : "CREATION_COMPLETE",

"resource_id_key" : "id",

"resource_id_value" : "38d617da-9b7f-4550-9ff7-d0e271dd4735",
"time" : "2023-05-17T11:56:40Z"

"resource_type" : "huaweicloud_vpc",
"resource_name" : "vpc",

"event_message" : "huaweicloud_vpc.vpc: Creating...",
"event_type" : "CREATION_IN_PROGRESS",

"time" : "2023-05-17T11:56:32Z"
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"event_message" : "Creating required resource now",
"event_type" : "LOG",
"time" : "2023-05-17T11:56:31Z"

3]
}
Status Codes
Status Description
Code
200 Stack events listed.
400 Invalid request.
401 Authentication failed.
403 The user does not have the permission to call this API.
404 The stack or the specified deployment does not exist.
429 Too frequent requests.
500 Internal server error.

2.2.2 Obtaining Stack Metadata

Function
GetStackMetadata

This API obtains the metadata of a stack, including the stack ID, stack name, stack
description, creation time, update time, stack status, and agency. You can obtain
details by referring to GetStackMetadataResponseBody.

If a stack is in a non-final state (The state ends with IN_PROGRESS. Details are
shown in the following description.), its metadata is in a transition phase, which
may be a state before or after deployment. The metadata of the stack is in a state
after deployment only when the stack is in a final state (ending with COMPLETE
or FAILED).

The non-final states may include:

e DEPLOYMENT_IN_PROGRESS
e ROLLBACK_IN_PROGRESS
e DELETION_IN_PROGRESS

The final states may include:

CREATION_COMPLETE
DEPLOYMENT_FAILED
DEPLOYMENT_COMPLETE
ROLLBACK_FAILED
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URI

e ROLLBACK_COMPLETE
e DELETION_FAILED

GET /v1/{project_id}/stacks/{stack_name}/metadata

Table 2-15 Path Parameters

Parameter Mandatory Type Description

project_id Yes String A project ID is obtained by
calling an API or from the
console.
Obtaining a Project ID
Minimum: 3
Maximum: 64

stack_name Yes String A stack name is unique within

its domain (domain_id),
region, and project
(project_id). It is case-sensitive
and starts with a letter. Only
letters, digits, underscores (_),
and hyphens (-) are allowed.

Minimum: 1

Maximum: 128
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Table 2-16 Query Parameters

Parameter

Mandatory

Type

Description

stack_id

No

String

Unique stack ID.

It is a UUID generated by RFS
when a stack is created.

Stack names are unique at
one specific time, so you can
create a stack named
HelloWorld and another stack
with the same name after
deleting the first one.

For parallel development,
team members may want to
ensure that they are operating
the stack they created, not
one with the same name
created b